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PROFESSIONAL SUMMARY:
· Over 6+years of experiance as a Full Stack DevOps Engineer framework in application configurations, code compilation, packaging, building, automating, managing and releasing code from one environment to another environment and deploying to servers.

· Expertise in automating builds and deployment process using Bash, Python and Shell scripts with focus on DevOps tools, CI/CD, AWS Cloud Architecture. 
· Develop automation and processes to enable teams to deploy, manage, configure, scale, monitor applications in Data Centers and in AWS Cloud. 
· Strong experience in Angular 2/4 +, Node.js, Angular Material, Angular CLI, NPM (Node Package Manager).

· High proficiency in HTML, CSS, JavaScript, Bootstrap, TypeScript, Angular 2/4+ and Angular Material.

· Managed storage in AWS using Elastic Block Storage, S3, created Volumes and configured Snapshots.
· Experience in creating S3 buckets and managed policies for S3 buckets and utilized S3 Buckets and Glacier for storage, backup and archived in AWS. 
· Experience in set up and maintenance of Auto-Scaling AWS stacks. 
· Hands-on experience in installing and administrating CI tools like Jenkins and SubVersion. 
· Good Hands on Vagrant, Docker & Kubernetes based container deployments to create shelf environments for dev teams and containerization of env’s delivery for releases.

· Extensively worked with Docker container service. Dockerized applications by creating Docker images from Dockerfile/Docker Compose and setting up clusters using Docker Swarm modes

· Hands on experience in AWS provisioning and good knowledge of AWS services like EC2, S3, Glacier, ELB, RDS, VPC, Route 53, Auto scaling, IAM, EMR, SQS, SWF, SNS, Cloud Watch, Cloud Front, Opswork, EBS and Cloud Trail.

· Developed Terraform Modules and CF templates to create custom sized VPC, Subnets, EC2 instances, ELB, Security Groups 

· Worked with different teams, implemented Release schedules for PROD and Non-PROD, created Roll out plans, CAB timelines, created future releases calendar and schedules.

· Solid understanding of Software Development Life Cycle like Waterfall methodology and Agile methodology and Scrum.
· Experience using AWS – Cloud Watch and created alerts for instances. Excelled on creating AMI (amazon machine images) that utilizes ELB (Elastic Load Balancer) and Auto Scaling. That Auto Scaling fired up new resources.
· Built out Infrastructure as Code(IAC) using configuring with Hashicorp Terraform as resources with meta-parameters defining in a connection block and used AWS Cloud Formation snippets.

· Implemented a CD pipeline involving Jenkins + Ansible to complete the Automation from commit to Deployment.

· Production experience in large environments using configuration management tools such as Ansible, Puppet. Familiar with build server orchestration using Mcollective.

· Experience on Version Control System(VCS) like GIT, GIT-Hub,Git Stash SVN. .
· Experience in administrating, deploying and managing Ubuntu, CentOS servers.
· Great experience with Docker container service.
· Excellent communicative, interpersonal, intuitive, analysis and leadership skills with ability to work efficiently in both independent and team work environments.

CERTIFICATIONS:
Amazon Web Services Certified Developer Associate
EDUCATION:

Master’s in Business Intelligence, Saint Joseph’s University, Philadelphia, PA.                          Dec 2016

TECHNICAL SKILLS:
	Version Control Tools
	GIT, SVN.

	 Web servers
	 Web logic, Web Sphere, Apache, Tomcat, JBOSS, Nginx

	 Databases
	MySQL, SQL Server.


	 Operating Systems
	Windows, UNIX, RHEL, UBUNTU, CENTOS, SOLARIS

	 Languages
	Shell, Python, Ruby, Perl, Java, C#.NET

	 Cloud Technologies
	AWS, GCP and AZURE

	Big Data/Hadoop
	 HDFS, Map Reduce, YARN, HIVE, Zookeeper, HBASE.



	Configuration Management Tools
	Ansible, Puppet, Chef

	Containerization Tools 
	Vagrant, Docker and Kubernetes

	CI & CD Tools
	Jenkins, Artifactory, TravisCI, CircleCI

	Web Technologies
	 HTML, Java Script, Angular4

	Infrastructure Management Tool
	Terraform


WORK EXPERIENCE:  
ClearObject Inc                                                                                                                         Indianapolis, IN, USA                        
Role: DevOps/Cloud Engineer                                                                                                 Jan 2020 – Till date

· Leaded multiple projects successfully as result of cost savings of $ 300K for team.
· Designed and architected solutions for existing client facing applications as they are moved into cloud environments such as AWS.

· Worked on automating AWS resources using Terraform templates. 
· Created, configured and managed complete CI/CD pipeline using GIT, Jenkins and Ansible.
· Involved in designing and deploying multiple applications using AWS cloud infrastructure focusing on high availability, fault tolerance and auto-scaling of the instances

· Worked with Configuration Management automation tool(AWX) Ansible and has worked on integrating Ansible YAML Scripts. 

· Worked on creating GCP, AZURE and AWS templates resources using Terraform.
· Launching Amazon EC2 Cloud Instances using Amazon Images (Linux/ Ubuntu) and configuring launched instances with respect to specific applications.

·  Expertise in solving manual redundant infrastructure issues by creating Cloud Formation Templates using AWS's Server less application model and deploy RESTFUL API's using API gateway and triggering Lambda Functions.

· Worked on Docker hub, creating Docker images and handling multiple images primarily for middleware installations and domain configurations.

· Building a secure and failover infrastructure in AWS cloud with best practices using IAC tools like Terraform, Packer, Ansible, Vault and Git.

· Implemented and maintained the monitoring and alerting of production and corporate servers and storage using Splunk Enterprise.

· Setup and build AWS infrastructure various resources, VPC EC2, S3, IAM, EBS, Security Group, Auto Scaling, and RDS in Cloud Formation YMAL templates. 
· Create, Configure and Deploy applications in AWS. Implemented IAAS and SAAS.
· Implemented infrastructure as a service on GCP and Azure projects. 
· Support Production Systems, which involved day-to-day operation and on-call duties during weekends 
· Created selenium python scripts for automation testing the applications after deploying to cloud environments.
Environment: Docker, 
Kubernetes, Python, Linux, Shell, Ansible, AWS, GIT, JIRA, python, Jenkins, GCP, AWS, AZURE, Amazon IAM, S3 Buckets, EC2, EBS, Elastic Search, Log Stash, API Gateway.
TCC Software Solutions                                                                                                           Indianapolis, IN, USA                        
Role: Full Stack DevOps Engineer                                                                                          Aug 2018 – Jan 2020
Responsibilities:

· Setup of Docker, container Kubernetes, loaded microservices on images, AWS lambda for scale up.

· configured using 
Kubernetes yaml file, loaded docker images into containers, implemented AWS code images and scaleup.

· Worked on several python packages like numpy, scipy, pytables. Developed, Tested Python Screen for Hadoop Big Data processing and developed queries in Hive, Pig.

· Created private cloud using Kubernetes that supports DEV, TEST, and PROD environments.

· Leveraged Amazon Web Services like EC2, RDS, EBS, ELB, Auto scaling, AMI, IAM through AWS console and API Integration.

· Created SNS (Simple Notification Services) and triggering it by Cloud Watch monitoring to send SMS or Email to desired recipients.

· Worked on setting up CI (continuous Integration) in TFS and Jenkins. Responsible for creating work items on TFS and also on Kanban board.

· Integrated Docker container-based test infrastructure to Jenkins CI test flow and set up build environment integrating with Git and Jira to trigger builds using Web Hooks and Slave Machines.

· Configured and maintained Jenkins to implement the CI process and integrated the tool with GIT and Maven to schedule the builds.

· Managed Kubernetes charts using Helm. Created reproducible builds of the Kubernetes applications, managed Kubernetes manifest files and Managed releases of Helm packages.

· Implemented new build framework using Jenkins & maven as build framework tools. Configured Jenkins daily periodic backups for Jenkins config and plugins files.

· Worked with data management tools like Splunk, ELK. Used Splunk to monitor metric collection for applications in a cloud-based environment.

· Created Ansible playbooks to automatically install packages from a repository, to change the configuration of remotely configured machines and to deploy new builds.

· Worked with Ansible to manage Web Applications, Config Files, Data Base, Commands, Users Mount Points, and Packages also to assist in building automation policies.

· Used Angular CLI for the bundling, minification and build.

· Created various Modules/controllers/components for the entire application.

· Implemented Angular 4 Routing and navigation, Services

· Design, Create and Maintain reusable UI Components using Angular.

· Implemented CRUD functionality with Entity framework in ASP.NET MVC5 and implemented sorting, filtering and paging with Entity framework in MVC.

· Used ASP.NET MVC 5 framework to support the use of Dependency Injection to inject objects into a class, instead of relying on the class to create the object itself.

· Used ADO.NET, ADO.NET Entity Framework and LINQ to object to connect to SQL server database from Repositories.
Environment: Docker, 
Kubernetes, Python, Linux, Shell, Ansible, AWS, GIT, JIRA, python, Jenkins, Amazon IAM, S3 Buckets, EC2, EBS, Elastic Search, Log Stash, ADO.NET Entity Framework, Angular4, C#, API Gateway.
Client: Tractor Supply Company                                                                                                Nashville-TN, USA                        
Role: Full Stack AWS Developer                                                                                           Aug 2017 – July 2018
Responsibilities:
· Planned, deployed, monitored, and maintained AWS cloud infrastructure consisting of multiple EC2 nodes as required in the environment.
· Written the playbooks to automate the infrastructure deployment process. 

· used Ansible playbooks to manage our infrastructure and deploy applications.  

· Written ansible-playbook to pre-load configurations when new Jenkins is created. 

· Configuring, automation and maintaining build and deployment CI/CD tools Git, Jenkins (NON-PROD/PROD) with high degrees of standardization for both infrastructure and application stack automation in AWS cloud platform. 
· Designed and contributed to solutions in areas like continuous integration, operations automation, full stack provisioning, containerization, configuration management, and orchestration systems.
· Playing with test environments by building dockerized containers and pushing images to Amazon ECS Cluster – readily available application images(AMI) on cloud.

· Worked on automating AWS resources using Terraform.

· Maintaining On-Premise Data Center servers across 3 DC’s which are geographically located and working closely with Development/QA teams to build & release the newest code out to our Comcast Customers in Agile methodology.

· Reduce operational costs through service optimizations and demand-based auto-scaling.

· Expert in User Management and Plug-in Management for Jenkins.
· Granted security and configured user access and limits using AWS Identity and Access Management (IAM) by creating new profiles, roles, groups and policies for user management. Wrote the Cloud formation Templates to spin up the required Environments. 
· Extensively working with Puppet and Ansible for configuration management of our on-premise infrastructure as well as AWS cloud instances.

· Consumed RESTFUL web services using Angular HTTP Module and transformed the response using RXJS operators. 

· Optimized the performance of application using Angular 4 Lazy Loading and Ahead of Time Compilation. 

· Created Single Page Application with the help of Angular4 Router Module and used template routing for bread crumb. 

· Created the shared service for the communication between different components and cross component interaction.
· In the backend used Spring MVC to validate and process requests, call required business service and return dynamic views to client. 
Environment: Java, Linux, Shell, Ansible, AWS, GIT, JIRA, python, Jenkins, Amazon IAM, S3 Buckets, EC2, EBS, Terraform, Elastic Search, Log Stash, Java, Angular4, Hive, Hadoop.
Intellativ Inc                                                                                                                                  Tampa- FL, USA                                     Role: DevOps / Cloud Engineer                                                                                            Jan 2017 – July 2017
Responsibilities:
· Build up services and applications on the instances once they have been configured using cloud formation. 

· Maintain documentation of applications including: what work has been done, what is left to do, and site-specific procedures documenting the environment.

· Automated the creation of vagrant boxes for developers via continuous integration.

· Automated the cloud deployments and tasks using chef.
· Scheduled automated builds using Jenkins.

· Configured and maintained user accounts for dev, QA, and production teams and created roles for EC2, RDS, S3, CloudWatch, EBS resources to communicate with each other using IAM.
· Setting up and building AWS infrastructure with various resources VPC, EC2, S3, IAM, Route 53, EBS, Security Group, Auto Scaling, and RDS using Terraform modules.

· Working with Git to store the code and integrate it to Ansible Tower to deploy the playbooks and managing Rackspace servers 

· Managed terraform and refactored from monolithic to application specific component.
· Develop tools to automate the deployment, administration, and monitoring of a large-scale AWS Linux environment using Chef.
· Writing an Ansible playbook from scratch to upgrade these servers one at a time in serial to reduce the downtime on running sites.

· Ansible loops over all of the hosts in the group called Monitoring and added a line for each monitoring host’s to the current machine’s IP Tables configuration, so that New Relic is monitoring our production hosts.

· Implemented solid, scalable and flexible solutions to support teams and their customers migrating, transforming, and/or developing applications in the private cloud.

· Configured Docker containers and created Docker files for different environments.
· Created and updated Chef recipes and cookbooks, profiles and roles using Ruby and JSON scripting.

· Used Postman to GET, PUT and HIT API requests for all our dev users to maintain the new projects.

· Responsible for design and maintenance of the GIT repositories and the access control strategies.
Environment: Linux, AWS, Jenkins, Shell Scripting, Ruby, Git, JSON, JIRA, Nexus, Vagrant, Docker                                                                                 
Aramark, Philadelphia, PA

Jr. AWS cloud engineer- Student Worker                                                                            Aug-2015- Dec-2016
Responsibilities:

· Managing users and groups using the amazon identity and access management (IAM).

· Performed application server builds in EC2 environment and monitoring them using cloud watch.

· Creating VPC and bringing instances under them based on the requirement.

· Creating Public and private subnets in the VPC and attaching them to the EC2 instances based on the requirement.

· Creating Security groups for both individual instances and for group of instances under a network.

· Setting up private networks and sub-networks using virtual private cloud (VPC) and creating security groups to associate with the networks.

· Built DNS system in EC2 and managed all DNS related tasks.

· Creating snapshots and amazon machine images (AMIs) of the instances for backup and creating clone instances.

· Configured Elastic Load Balancers with EC2 Auto scaling groups.

· Implemented multiple high-performance MongoDB replica sets on EC2 with robust reliability.

· Worked extensively with cloud formation templates.

· Utilize EBS to store persistent data and mitigate failure by using snapshots.

· Performed S3 buckets creation, policies and also on the IAM role based polices and customizing the JSON template. 

· Implemented and maintained the monitoring and alerting of production and corporate servers/storage using AWS Cloud watch. 

· Managed servers on the Amazon Web Services (AWS) platform instances using Chef 

· Branching, Tagging, Release Activities on Version Control Tools: SVN, GitHub. 
SKF, India
Associate developer/Linux Admin                                                                                          Jan-2014- July 2015                                                                                                           
Responsibilities:
· Installation and Configuration of Redhat, SLES 9, 10 servers. 

· Installation, configuration and management of Apache and Tomcat servers. 

· Installation, configuration and maintenance of local and Network based Printers.

· Upgraded and maintained servers, operating Systems and patches. 

· Install/configure/maintain the Linux servers, NIS, DNS, NFS, Mailing List, Send mail, apache, ftp, sshd. 

· Troubleshoot various systems problems such as application related issues, network related issues, hardware related issues etc.

· Automated tasks using bash, cron shell scripts.

· Involved in installing subversion version control and creating and administering repositories. 

· Involved in taking the weekly backups of the repositories and managing the repositories. 

· Monitoring & troubleshooting with performance related issues.

· Creating File system and configure to available network through NFS. 

· Managing Disk File Systems, Server Performance, Users Creation and Granting file access Permissions.

· Rectifying hardware failure and coordinating with vendors like Symantec, Oracle, Dell, and HP to get them repaired.

· Involve multiple teams sometime for providing a quick resolution to a high priority ticket.

· Support Production Systems, which involved day-to-day operation and Desktop support (Local and Remote). 
